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In this document we propose contents for Chapter 6.x (“Study Areas”) of the TR R3.012 on the Shared Network support in connected mode (V0.0.1), and supporting abbreviations in Chapter 3.

The proposed contents provides an overview of the solutions discussed in RAN3 on network sharing, and is based on contributions submitted to previous RAN3 meetings on the topic (R3-020439, R3-020440, R3-020441, R2-020442, R3-020166, R3-020366, R3-020367).

3 Definitions, symbols and abbreviations

3.1 Definitions

For the purposes of the present document, the following terms and definitions apply.

Subscriber Access Group (SAG): Group of subscribers for which access to LAs of the UTRAN or LAs of neighbouring networks can be controlled.
SAG member information: Information obtained from the CN indicating of which SAGs a UE is a member.
SAG access information: Information configured per LA indicating for which SAGs access to this LA shall be allowed or not allowed.

Shared Network Area (SNA):  Area consisting or one or more LA’s to which access can be controlled. SNAs can either be Universal or Non-universal. Universal SNAs may include LAs from different PLMNs. Non-universal SNAs only include LAs of one PLMN.

3.2 Symbols

3.3 Abbreviations

For the purposes of the present document, the following abbreviations apply:

NRR
National Roaming Restrictions

SAG
Subscriber Access Group

SNA
Shared Network Area

4 Study areas

4.1 General

Any new functionality introduced in R5 should be introduced with the least possible impact to the existing R99/R4 specifications.

4.2 Description of proposed changes

As is indicated in in Section 4, in CELL-DCH connected mode the UTRAN will be involved in the accesss restrictions handling.  As a result, for handovers the UTRAN will have to filter out the valid handover candidate cells from the list of all neighbouring cells present.  Currently multiple solutions have been proposed on how the information that the UTRAN needs in order to perform this filtering is brought into the UTRAN.  The different solutions are discussed seperately in the sections below, followed by a section comparing the solutions.

4.3 SAG based solution

This solution is based on so called Subscriber Access Groups (SAGs). A SAG is a group of subscribers for which access to LAs of the UTRAN or LAs of neighbouring networks can be controlled.

If access restrictions shall be applied for an LA in the UTRAN or for an LA of a neighbouring system, SAG access information shall be configured for the concerning LA. This SAG access information indicates for each SAG if access to the LA shall be allowed or not allowed.

If access for a specific UE needs to be restricted, the CN shall provide SAG member information for that UE. The SAG member information indicates of which SAGs a UE is a member.

The UTRAN determines if access to a certain LA for a certain UE shall be restricted based on the SAG access- and SAG member information. If access is allowed for at least one of the SAGs of which the UE is a member, access shall be allowed.

If access is not allowed, the UTRAN shall prevent the UE to obtain new resources in the concerning LA. Any already allocated resources shall be freed as soon as possible.

Both the SAG member information and the SAG access information are represented as bitmaps (of length 32, extendable). 

The SAG member information for a specific UE is constructed such that each bit represents (when set) a subscriber access group where the UE’s subscriber is a member of . The rule to enter a certain subscriber into a subscribers access group can be based on the PLMN-ID extracted from the IMSI. The subscribers acces group concept copes also with roaming users. Below, an example illustrates how it is possible to specify such information for a scenario with 3 operators.

Bit1 is set =SubscribersGroup1 is allowed;

Bit2 is set = SubscribersGroup2 is allowed;

…

Bit16 is set= SubscribersGroup16 is allowed;

Where:

SubscribersGroup1: operator A, 3rd party with roaming agreement with A only, …

SubscribersGroup2: operator B, 3rd party with roaming agreement with B only,…

…

SubscribersGroup16: …

The SAG access information for a specific cell is constructed such that each bit represents (when set) a subscriber access group which is allowed to access that particular cell.

If there are access restrictions relative to a certain cell, the DRNC shall include the SAG access information in the neighbouring cell information sent to the SRNC, while nothing is sent when this restriction is not present. The SRNC shall then use this information to prevent the concerned UE from performing undesired handovers. 

One very important thing is that the way the subscribers acces group is defined is flexible in order to take care of multiple combinations especially due to roaming agreements, but has to be done in a consistent, and therefore coordinated between SRNC and DRNC and in the same way for all RNCs connected via Iur. 

4.3.1 Impacts to Iu

If access for a specific UE needs to be restricted, the CN shall provide SAG member information for that UE. This can be done in the same way as when informing the UTRAN about the IMSI of the UE, i.e. by including the information in the COMMON ID and RELOCATION REQUEST messages.  The proposed SAG member information is constructed as follows:

IE/Group Name
Presence
Range
IE type and reference
Semantics description

Subscriber Access Group Member Info
M

BIT STRING (32, …)
A bit set to one indicates that the UE belongs to the subscriber access group represented by that bit in the bitmap. 

A bit set to zero indicates that the UE does not belong to the subscriber access group represented by that bit in the bitmap.

The order of bits is to be interpreted according to subclause 9.3.4.

4.3.2 Impacts to Iur

If there are access restrictions relative to a certain cell, the DRNC shall include the SAG access information in the neighbouring cell information and the Uplink Signalling Transfer Indication sent to the SRNC.  The proposed SAG access information takes the following form:

IE/Group Name
Presence
Range
IE type and reference
Semantics description

SAG Access Information


BIT STRING (32, …)
Each bit indicates, if set to one, that the corresponding SAG is allowed to access the cell. If the bit is not set to one, that SAG is  not allowed in the cell. The order of bits is to be interpreted according to subclause 9.3.4.

4.4 LA based solution

This solution is based on directly re-using the Location Area Identifier to communicate access restrictions to LAs of the UTRAN or LAs of neighbouring networks.

If access for a specific UE needs to be restricted, the CN shall provide a list of authorized and/or forbidden LAs for that UE. 

The UTRAN determines if access to a certain LA for a certain UE shall be restricted based on the list of authorized and/or forbidden LAs as provided by the CN. If that LA is on the list of authorized LAs, and is not on the list of forbidden LAs, access shall be allowed.

If access is not allowed, the UTRAN shall prevent the UE to obtain new resources in the concerning LA. Any already allocated resources shall be freed as soon as possible.

4.4.1 Impacts to Iu

In order to enable the UTRAN to perform the access controls, the CN has to send the list of authorised/forbidden LAIs corresponding to the UE. This can be done via Common ID and Relocation Request messages.

It is necessary to provide for each UE a list of the authorised PLMNs and information on the LAs of this PLMN to which access is allowed. In order to minimise the amount of signalling, it is proposed to provide some flexibility by offering the possibility to signal for each PLMN a list of authorised/forbidden LAs/LA ranges. The structure of the Access Rights Information IE would be the following:

IE/Group Name
Presence
Range
IE type and reference
Semantics description

Access Rights in authorised PLMNs

1 to <MaxPLMNs>



>PLMN Identity
M

OCTET STRING (3)


>Authorised Areas in PLMN

0 to <MaxnbLAs>



>>Start of LAC Range
M

OCTET STRING (2)
0000 and FFFE not allowed

>>End of LAC Range
O

OCTET STRING (2)
0000 and FFFE not allowed

>Forbidden Areas in PLMN

0 to <MaxnbLAs>



>>Start of LAC Range
M

OCTET STRING (2)
0000 and FFFE not allowed

>>End of LAC Range
O

OCTET STRING (2)
0000 and FFFE not allowed

If the Authorised Areas in PLMN and the Forbidden Areas in PLMN IE are not present, then the UE has the right to access any LA in the concerned PLMN.

If the Authorised Areas in PLMN IE is present and the Forbidden Areas in PLMN IE is not present, then the UE has the right to access only the LAs of the concerned PLMN in the list provided by the Authorised Areas in PLMN IE.

If the Authorised Areas in PLMN IE is not present and the Forbidden Areas in PLMN IE is present, then the UE has the right to access any LA in the concerned PLMN except the LAs in the list provided by the Forbidden Areas in PLMN IE

If the Authorised Areas in PLMN and the Forbidden Areas in PLMN IE are both present, then the UE has the right to access only the LAs of the concerned PLMN present in the list provided by the Authorised Areas in PLMN IE and not present in the list provided by the Forbidden Areas in PLMN IE.

If the End of LAC Range IE in an instance of the Authorised/Forbidden Areas in PLMN IE is not present then the LAC Range is reduced to one LAC identified by the Start of LAC Range IE.

MaxnbLAs = 2^16 – 2.

MaxPLMNs = 32

4.4.2 Impacts to Iur

In most of the cases, the list of authorised/forbidden LAIs are available when the first RAB is requested by the CN (Common ID is sent before RAB Assignment, generally after authentication phase). In this case, the SRNC can perform the access control thanks to the knowledge of the neighbour cells LAI.

Neighbouring Cell Info IEs, provided in Iur RL Setup Response, contains the LAI of the neighbour cells that are controlled by another DRNC. This is mentioned in section 8.3.1.2 of TS 25.423: “If a UMTS neighbouring cell is not controlled by the same DRNC, the DRNC shall also include the CN PS Domain Identifier IE   {i.e. PLMN-ID + LAC + RAC} and/or CN CS Domain Identifier IE {i.e. PLMN-ID + LAC} which are the identifiers of the CN nodes connected to the RNC controlling the UMTS neighbouring cell.”

LAI is also provided for GSM neighbouring cells. 

However, LAI is not provided for the neighbouring cells controlled by the DRNC itself.  

Therefore, it is needed to mandate this information for neighbouring cells controlled by the DRNC itself in the Neighbour Cell Info IEs (the fields already exist and are optional; only the procedural text has to be updated). 

When the list of authorised/forbidden LAIs is not available, e.g. during signalling phase, the behaviour could be similar to the “Cell reserved for operator” case, where the access is granted as long as access rights are not known, then controls are performed as soon as IMSI is received from the CN.

4.5 SNA based solution

This solution is based on so called Shared Network Areas (SNAs). An SNA is an area corresponding to one ore more LAs, to which UE access can be controlled.

If access restrictions shall be applied for an LA in the UTRAN or for an LA of a neighbouring system, the UTRAN shall be aware of which SNAs this LA is a part.

If SNA access for a specific UE needs to be restricted, the CN shall provide SNA information for that UE. The SNA information indicates which SNAs the UE is allowed to access.

The UTRAN determines if access to a certain LA for a certain UE shall be allowed. If an LA is part of at least one SNA to which the UE is allowed access,  access shall be allowed.

If access is not allowed, the UTRAN shall prevent the UE to obtain new resources in the concerning LA. Any already allocated resources shall be freed as soon as possible.

The SNA is configured in the UTRAN, and consists of one or more LAs. It can be identified using a globally unique identification (so-called Universal SNA) or using a PLMN specific identification (Non-Universal SNA).

The CN provide the SNA information for a specific UE as a list of SNA identifiers representing shared network areas that the UE is allowed access to.

If there are access restrictions relative to a certain cell, the DRNC shall include the list of SNAs which a certain cell belongs to in the neighbouring cell information sent to the SRNC, while nothing is sent when this restriction is not present. The SRNC shall then use this information to prevent the concerned UE from performing undesired handovers.

4.5.1 Impacts to Iu

If access for a specific UE needs to be restricted, the CN shall provide the SNA information for that UE. This can be done in the same way as when informing the UTRAN about the IMSI of the UE, i.e. by including the information in the COMMON ID and RELOCATION REQUEST messages.  The proposed SNA information is constructed as follows:

IE/Group Name
Presence
Range
IE type and reference
Semantics description

Shared Network Area Info



At least one of the Universal SNAs IE and the Non Universal SNAs IE shall be included.

   >Universal SNAs
O
0 to <maxNrOfUniversalSNAs, …>
INTEGER (0..65535)
Universal shared network areas that the UE is allowed access to.

   >Non Universal SNAs
O
0 to <maxNrOfSNAPLMNs, …>

Non universal shared network areas that the UE is allowed access to.

     >>PLMN identity
M

OCTET STRING (SIZE (3))
- digits 0 to 9, two digits per octet,

- each digit encoded 0000 to 1001,

- 1111 used as filler

- bit 4 to 1 of octet n encoding digit 2n-1

- bit 8 to 5 of octet n encoding digit 2n

-The PLMN identity consists of 3 digits from MCC followed by either 
-a filler plus 2 digits from MNC (in case of 2 digit MNC) or 
-3 digits from MNC (in case of a 3 digit MNC).

     >>PLMN specific SNA
M
1 to <maxNrOfSNAinPLMN, …>
INTEGER (0..65535)


Range bound
Explanation

maxNrOfUniversalSNAs
Maximum no. of universal shared network areas that the UE can be allowed access to. Value is 64.

maxNrOfSNAPLMNs
Maximum no. of PLMNs for which a UE can have non universal shared network area information. Value is 8.

maxNrOfSNAinPLMN
Maximum no. of non universal shared network areas, within one PLMN, that the UE can be allowed access to. Value is 8.

4.5.2 Impacts to Iur

If there are access restrictions relative to a certain cell, the DRNC shall include the SNA information in the neighbouring cell information and the Uplink Signalling Transfer Indication sent to the SRNC. The SNA information contains the list of SNAs which a certain cell belongs to.  The proposed SNA information takes the following form:

IE/Group Name
Presence
Range
IE type and reference
Semantics description

Universal SNA Info

0..<maxnoofUniversalSNAs>, …



 >Universal SNA
M

INTEGER

(0.. 65535)


Non Universal SNA Info

0..<maxnoofNonUniversalSNAs>, …



 >PLMN Specific SNA
M

INTEGER

(0.. 65535)


Range bound
Explanation

MaxnoofUniversalSNAs
Maximum number of Universal SNAs one cell can be part of.

MaxnoofNonUniversalSNAs
Maximum number of  Non Universal SNAs one cell can be part of.
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